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Customer Privacy Notice 

 The Hartford Financial Services Group, Inc. and Affiliates* 
(herein called “we, our, and us”) 

This Privacy Policy applies to our United States Operations 

We value your trust. We are committed to the 

responsible: 

a) management;

b) use; and

c) protection;

of Personal Information.

This notice describes how we collect, disclose, and 

protect Personal Information. 

We collect Personal Information to: 

a) service your Transactions with us; and

b) support our business functions.

We may obtain Personal Information from: 

a) You;

b) your Transactions with us; and

c) third parties such as a consumer-reporting agency.

Based on the type of product or service You apply for or 

get from us, Personal Information such as: 

a) your name;

b) your address;

c) your income;

d) your payment; or

e) your credit history;

may be gathered from sources such as applications,

Transactions, and consumer reports.

To serve You and service our business, we may share 

certain Personal Information. We will share Personal 

Information, only as allowed by law, with affiliates 

such as: 

a) our insurance companies;

b) our employee agents;

c) our brokerage firms; and

d) our administrators.

As allowed by law, we may share Personal Financial 

Information with our affiliates to: 

a) market our products; or

b) market our services;

to You without providing You with an option to prevent

these disclosures.

We may also share Personal Information, only as 

allowed by law, with unaffiliated third parties including: 

a) independent agents;

b) brokerage firms;

c) insurance companies;

d) administrators; and

e) service providers;

who help us serve You and service our business.

When allowed by law, we may share certain Personal 

Financial Information with other unaffiliated third 

parties who assist us by performing services or functions 

such as: 

a) taking surveys;

b) marketing our products or services; or

c) offering financial products or services under a joint

agreement between us and one or more financial

institutions.

We, and third parties we partner with, may track some 

of the pages You visit through the use of: 

a) cookies;

b) pixel tagging; or

c) other technologies;

and currently do not process or comply with any web

browser’s “do not track” signal or other similar

mechanism that indicates a request to disable online

tracking of individual users who visit our websites or

use our services.

For more information, our Online Privacy Policy, which 

governs information we collect on our website and our 

affiliate websites, is available at 

https://www.thehartford.com/online-privacy-policy. 

We will not sell or share your Personal Financial 

Information with anyone for purposes unrelated to our 

business functions without offering You the opportunity 

to: 

a) “opt-out;” or

b) “opt-in;”

as required by law.

We only disclose Personal Health Information with: 

a) your authorization; or

b) as otherwise allowed or required by law.

Our employees have access to Personal Information in 

the course of doing their jobs, such as: 

a) underwriting policies;

b) paying claims;

c) developing new products; or

d) advising customers of our products and services.

We use manual and electronic security procedures to 

maintain: 

a) the confidentiality; and

b) the integrity of;

Personal Information that we have. We use these

procedures to guard against unauthorized access.

Some techniques we use to protect Personal 

Information include: 

a) secured files;

http://i-psites.thehartford.com/servlet/Satellite?blobcol=urldata&blobheader=application%2Fpdf&blobheadername1=Content-Disposition&blobheadervalue1=inline%3B+filename%3DRevisedCustomerPrivacyPolicyMarch2011.pdf&blobkey=id&blobnocache=false&blobtable=MungoBlobs&blobwhere=1288633233598&ssbinary=true
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b) user authentication; 

c) encryption; 

d) firewall technology; and 

e) the use of detection software. 

We are responsible for and must: 

a) identify information to be protected; 

b) provide an adequate level of protection for that data; 

and 

c) grant access to protected data only to those people 

who must use it in the performance of their job-related 

duties. 

Employees who violate our privacy policies and 

procedures may be subject to discipline, which may 

include termination of their employment with us. 

We will continue to follow our Privacy Policy regarding 

Personal Information even when a business 

relationship no longer exists between us. 

As used in this Privacy Notice: 

Application means your request for our product or 

service. 

Personal Financial Information means financial 

information such as: 

a) credit history; 

b) income; 

c) financial benefits; or 

d) policy or claim information. 

Personal Financial Information may include Social 

Security Numbers, Driver’s license numbers, or other 

government-issued identification numbers, or credit, 

debit card, or bank account numbers. 

Personal Health Information means health information 

such as: 

a) your medical records; or 

b) information about your illness, disability or injury. 

Personal Information means information that identifies 

You personally and is not otherwise available to the 

public. It includes: 

a) Personal Financial Information; and 

b) Personal Health Information. 

Transaction means your business dealings with us, such 

as: 

a) your Application; 

b) your request for us to pay a claim; and 

c) your request for us to take an action on your account. 

You means an individual who has given us Personal 

Information in conjunction with: 

a) asking about; 

b) applying for; or 

c) obtaining; 

a financial product or service from us if the product or 

service is used mainly for personal, family, or household 

purposes. 

 

  
If you have any questions or comments about this privacy notice, please feel free to contact us at The Hartford – Consumer Rights and Privacy 

Compliance Unit, One Hartford Plaza, Mail Drop: T 04.180,  Hartford, CT 06155, or at ConsumerPrivacyInquiriesMailbox@thehartford.com. 

 

This Customer Privacy Notice is being provided on behalf of The Hartford Financial Services Group, Inc. and its affiliates (including the following 

as of February 2021), to the extent required by the Gramm-Leach-Bliley Act and implementing regulations: 
 

1stAGChoice, Inc.; Access CoverageCorp, Inc.; Access CoverageCorp Technologies, Inc.; Assurances Continentales Continentale Verzekeringen 

N.V; Bracht, Deckers & Mackelbert N.V.; Business Management Group, Inc.; Canal Re S.A.; Cervus Claim Solutions, LLC; First State Insurance 

Company; FTC Resolution Company LLC; Hart Re Group L.L.C.; Hartford Accident and Indemnity Company; Hartford Administrative Services 

Company; Hartford Casualty General Agency, Inc.; Hartford Casualty Insurance Company; Hartford Fire General Agency, Inc.; Hartford Fire 

Insurance Company; Hartford Funds Distributors, LLC; Hartford Funds Management Company, LLC; Hartford Funds Management Group, Inc.;  

Hartford Holdings, Inc.; Hartford Insurance Company of Illinois; Hartford Insurance Company of the Midwest; Hartford Insurance Company of the 

Southeast; Hartford Insurance, Ltd.; Hartford Integrated Technologies, Inc.; Hartford Investment Management Company; Hartford Life and Accident 

Insurance Company;  Hartford Lloyd’s Corporation; Hartford Lloyd’s Insurance Company; Hartford Management, Ltd.; Hartford Productivity 

Services LLC; Hartford of Texas General Agency, Inc.; Hartford Residual Market, L.C.C.; Hartford Specialty Insurance Services of Texas, LLC; 

Hartford STAG Ventures LLC; Hartford Strategic Investments, LLC; Hartford Underwriters General Agency, Inc.; Hartford Underwriters Insurance 

Company; Heritage Holdings, Inc.; Heritage Reinsurance Company, Ltd.; HLA LLC; HL Investment Advisors, LLC; Horizon Management Group, 

LLC; HRA Brokerage Services, Inc.; Lattice Strategies LLC; Maxum Casualty Insurance Company; Maxum Indemnity Company; Maxum Specialty 

Services Corporation; Millennium Underwriting Limited; MPC Resolution Company LLC; Navigators (Asia) Limited; Navigators Corporate 

Underwriters Limited; Navigators Holdings (Europe) N.V.; Navigators Holdings (UK) Limited; Navigators Insurance Company; Navigators 

International Insurance Company Ltd.; Navigators Management Company, Inc.; Navigators Management (UK) Limited; Navigators N.V.; Navigators 

Specialty Insurance Company; Navigators Underwriting Agency Limited; Navigators Underwriting Limited; New BDM NV; New England Insurance 

Company; New England Reinsurance Corporation; New Ocean Insurance Co., Ltd.; NIC Investments (Chile) SpA; Nutmeg Insurance Agency, Inc.; 

Nutmeg Insurance Company; Pacific Insurance Company, Limited; Property and Casualty Insurance Company of Hartford; Sentinel Insurance 

Company, Ltd; The Navigators Group, Inc.; Trumbull Flood Management, L.L.C.; Trumbull Insurance Company; Twin City Fire Insurance 

Company; Y-Risk, LLC. 
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Customer Privacy Notice 

This Customer Privacy Notice applies to the United States operations 
of Talcott Resolution Life, Inc., and its subsidiaries* (herein 

called "we”, “our”, and “us"). 

This Privacy Policy applies to our United States Operations. 

We value your trust.  We work hard to 
manage, use, and protect your Personal 
Information responsibly. 

This notice describes how we collect, 
disclose, and protect the Personal 
Information of our policyholders (“you” 
and “your”).  

The types of Personal Information we 
collect about you depends on the types 
of products and services we provide to 
you.  The Personal Information we have 
about you may include: 

 Name. 
 Social Security number. 
 Date of birth. 
 Street address. 
 E-mail address. 
 Telephone number. 
 Credit card, debit card, or 

banking information. 
 Policy information. 
 Claim information. 
 Medical records, if applicable. 
 Information about your illness, 

disability, or injury, if 
applicable. 

If you file a new or renewal application 
with us, we may also collect personal 
financial information from you and third 
parties such as consumer-reporting 
agencies, which may include the 
following: 

 Credit history. 
 Income. 
 Financial benefits. 
 Policy or claim information. 

 

 

 

 

 

We receive your Personal Information 
from: 

 Your application. 
 Your request to pay a claim.  
 Your request to take action on 

your account. 
 Your other communications with us. 
 Your insurance agent or broker. 
 Our policy administrators. 

The reasons we collect Personal 
Information are to: 

 Service your policy. 
 Support our core business 

activities. 
 Engage in marketing and sales 

activities.  

We will not share your Personal 
Information for purposes unrelated to 
our business without allowing you to 
"opt-out" or "opt-in" as required by 
law.  We do not, and do not intend, to 
sell your Personal Information for any 
purpose. 

To serve you and our business, we may 
share Personal Information.  We may 
share Personal Information, as allowed 
by law, with people and businesses that 
are affiliated with us.  These may 
include, without limitation: 

 Insurance companies. 
 Employees. 
 Brokerage firms. 
 Administrators who help us provide 

services to policyholders. 
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We may also share Personal Information, 
as allowed by law, with other third 
parties who help us serve you, respond 
to your requests, and manage our 
business.  These may include: 

 Brokerage firms. 
 Insurance companies. 
 Administrators who help us service 

policyholders. 
 Providers of business and 

technology services. 
 Independent insurance agents and 

brokers. 
 Companies that help us with 

consumer surveys, branding, and 
marketing. 

If we have Personal Information about 
your medical records, illness, 
disability, or injury, we will only 
share that information: 

 With your written permission, or 
 As allowed or required by law. 

We strive to maintain the 
confidentiality and the integrity of 
your Personal Information by: 

 Using security safeguards to 
protect against unauthorized 
access or disclosure. 

 Identifying our records that 
contain Personal Information. 

 Restricting access to Personal 
Information to those people who 
need it for their job-related 
duties. 

Employees and other authorized people 
may access Personal Information only to: 

 Respond to questions and provide 
services about policies. 

 Pay claims. 
 Communicate with policyholders and 

their representatives about our 
policies and services.  

 Underwrite policies. 
 Provide business support services. 

Employees who violate our Privacy Policy 
may be subject to discipline. 

At the start of our business 
relationship, we will give you a copy of 
our current Customer Privacy Notice. 

You will receive a copy of our updated 
Consumer Privacy Notice once a year 
thereafter. 

We will continue to follow our Consumer 
Privacy Notice after our business 
relationship is completed and we no 
longer need your Personal Information 
for our normal business operations or to 
comply with the law. 

 
 
*This Customer Privacy Notice is being provided on behalf of Talcott 
Resolution Life, Inc., and its subsidiaries, to the extent required by 
the Gramm-Leach-Bliley Act and implementing regulations. This includes 
American Maturity Life Insurance Company; Talcott Resolution 
International Life Reassurance Corporation; Talcott Resolution Life 
and Annuity Insurance Company; Talcott Resolution Life Insurance 
Company; Talcott Resolution Distribution Company, Inc.; and Talcott 
Resolution Comprehensive Employee Benefit Service Company. 
 
Effective Date: March 15, 2021 
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